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Two approaches – one example
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Two challenges – one example
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NotPetya – no problem
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Why we don’t understand technology (no hope I’m affraid)
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Digging deeper…

Don’t click
(despite the fact that reading emails and clicking links is your work responsibility)

Don’t run/don’t open

(but printing out PDF with CV of candidate could be difficult – especially when we apply also

recomendation 1.)

Don’t put anything it

(your laptop don’t work with projector on conference – well – go home then…)
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By analogy…

Do not brake! 
You may block wheels and cause an accident!

Do not turn! 
You may skid and cause an accident!

ABS

ACC

AFIL

AFL

ASR

BAS

BLIS

EBD

ESP

TPMS

TSR

Common sense*

* Extra charge
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Frequent question…
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For stalkers…



10 IBM Security

Easy solution (theoreaticly)…*

administrative rights for the application

Vs 

administrative rights for the account / person

+

priviliged account management with automatic password change and SSH key rotation

* Assuming patching and vulnerability scanning
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Security by obscurity no more
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